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Ethereum, that enable development of decentralized applications, will likely 
to leverage cloud computing. In this research, we evaluate the performance 
of a cloud-based Ethereum network. We researched 3 Ethereum networks, 
namely: Ethereum mainnet, Ethereum testnet Ropsten, and Ethereum 
testnet Rinkeby. We analyze the computational resource utilization required 
to run an Ethereum node for a month as well as the costs involved. Research 
shows that the utilization of computing resources on the Main Net is 
generally higher than on the Test Net network. Computing resources used in 
the cloud cost thousands of dollars and this will increase as the number of 
nodes running to support the Ethereum network. 
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A. Introduction 
Blockchain is a distributed ledger technology that is currently receiving 

widespread attention, both because of its use for cryptocurrencies and other fields. 
along with its development, blockchain has been used in various other sectors, 
such as: Internet of Things (IoT), supply chain, and others. 

One of the widely used Blockchain networks is Ethereum, which is an 
example of Blockchain 2.0 which allows the development of decentralized 
applications. As the Ethereum network grows and becomes more valuable, more 
computing resources will be used to support it. With more massive cloud adoption, 
it is likely that many of the resources to support Ethereum will leverage cloud 
computing. This research aims to evaluate the performance of cloud-based 
Ethereum. [1], [2], [11]–[20], [3], [21]–[30], [4], [31]–[40], [5], [41]–[47], [6]–[10] 
 
B. Research Methodology 

To evaluate the performance of cloud-based Etherum, we conducted 
experiments in the cloud and carried out a comparative study of the performance 
of various Ethereum-based networks. 

In this research, we use Amazon Web Services (AWS) as the cloud service 
platform. AWS provides Amazon Managed Blockchain just like Hyperledger and 
Ethereum. Below are some of the Ethereum-based networks and their availability 
on AWS. [48] 

 
Table 1. Ethereum Networks  

 
Network Managed Blockchain 
MainNet Provided 
TestNet Ropsten Provided 
TestNet Rinkeby Provided 
TestNet Kovan Not Provided 
TestNet Goerli Not Provided 

 

As shown in table 1, only 3 Ethereum networks are supported by AWS. We 
will use an instance of type bc.t3.large on Amazon Managed Blockchain and 
evaluate the utilization of computing resources, such as CPU and memory, on that 
instance. 
 
 

C. Result and Discussion 
The results of monitoring computing resources for Ethereum-based 

networks are shown in the figure below. Figures 1 and 2 show the performance on 
the Main Net network, while Figures 3 and 4 show the performance on one of the 
Test Net networks. 
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Figure 1. Memory Utilization of Single Ethereum Main Net Node 
 

 
Figure 2. CPU Utilization of Single Ethereum Main Net Node 
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Figure 3. Memory Utilization of Single Ethereum TestNet Ropsten Node 

 

 
Figure 4. CPU Utilization of Single Ethereum TestNet Ropsten Node 

 
 

Performance comparison between various Ethereum nodes on the Main Net 
and Test Net networks (Rinkeby and Ropsten) can be seen in Figures 5, 6, and 7.  
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Figure 5. CPU and Memory Utilization of Single Ethereum Mainnet Node 

 

 

Figure 6. CPU and Memory Utilization of Single Ethereum TestNet Rinkeby Node 
 

 

Figure 7. CPU and Memory Utilization of Single Ethereum TestNet Ropsten Node 
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D. Conclusion 
Research shows that the utilization of computing resources on the Main Net 

is generally higher than on the Test Net network. Computing resources used in the 
cloud cost thousands of dollars and this will increase as the number of nodes 
running to support the Ethereum network. 
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